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FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, 1 am writing to express my opposition to the Department of Justice’s request that all new
Internet communication services be required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already require Internet Service Providers and
Internet telephone companies to allow the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around government eavesdropping. It is the
equivalent of the government requiring all new homes be built with a peephole for law enforcement to look through.

1 am very concerned that this requirement represents an end-run around Congress. Lawmakers, after extensive
deliberations, set up boundaries for how the FBI can collect information between sources like phone companies and
data sources like e-mail. The FBI’s aggressive and expansive reading of the law would bypass the legislative process
to alter that careful balance.

1 understand that by requiring a master key to our personal communications, the government is creating the very real
potential for hackers and thieves — or even rogue government agents ~ to access our personal communications. Past
efforts to provide this sort of “backdoor” access have not been successful and only created a rich opportunity for
hackers.

Once again, | urge you to oppose the dangerous suggestion of the Department of Justice that our new Internet
communication technologies should have built-in wiretapping.

[ look forward to hearing your thoughts on this matter
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Re: Ashcroft's request for internét access : W

FCC Chairman Powell:

As a concerned citizen, ! am writing to express my opposition to the Department of Justice's request that all new
Internet communication services be required to have built-in wiretapping access.

Longstanding laws already require Internet Service Providers and Internet telephone companies to allow the FBI to
conduct surveillance. I am very concerned that this requirement represents an end-run around Congress. Lawmakers,
after extensive deliberations, set up boundaries for how the FBI can collect information between sources like phone
companies and data sources like e-mail. The FBI's aggressive and expansive reading of the law would bypass the
legislative process 1o alter that careful balance,

I understand that by requiring a master key to our personal communications, the government is creating the very real
potential for hackers and thieves — or even rogue government agents — to access our personal communications, Past
efforts to provide this sort of “backdoor” access have not been successful and only created a rich opportunity for
hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of Justice that our new Internet
communication tec}nologies should have built-in wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Joan Franco

I TR 2 T P T AR e I : RN
L T YU R L ATE TO RTINS Y 58 OO A - R Y s
B T R S I LR RN W SL I | R e . R A U
] PRV { LT VRN %s [ R T
A S 3t IR SIS T SO AN & N SSI- N o< AL I B TN TR
FRZA NI PARE < - XL 1 R SO T N AL L

. R Y ] 1 R S [ARERo 13 1VAW1 Nt 3 I8 FVELENNEDS MRS £ LN ) A WS A T




b

w45

April 24, 2004

FCC Chairman Michael Powell

Federal Communications Commission

445 12th Street SW Confirme
Washington, DC 20554 MAY 1 i 2004
FCC Chairman Powell: on Centef

As a concerned individual, | am writing to express my opposition to the Department of
Justice's request that all new Intemet communication sefvices be reéquired to have
buiit-in wiretapping access.

| do not believe this requirement is necessary. Longstanding. laws already require
internet Service Providers and Internet telephone companies to allow the FBI to conduct
surveillance. The FBI is going far beyond these existing powers by trying to force the
industry to actually build its systems around government eavesdropping. It is the
equivalent of the government requiring all new homes be built with a peephole for jaw
enforcement to look through.

| am very concerned that this requirement represents an end-run around Congress.
Lawmakers, after extensive deliberations, set up boundaries for how the FBI can collect
information between sources like phone companies and data sources like e-mail. The
FBI's aggressive and expansive reading of the law would bypass the legislative process
to alter that careful balance.

| understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves — or even rogue
government agents — 1o access our personal communications. Past efforts to provide
this sort of “backdoor” access have not been successful and only created a rich
opportunity for hackers.

Once again, | urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in

wiretapping.

| look forward to hearing your thoughts on this matter.

incerely,
Julia Cato
& &
2411 Jefferson Ave




